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INTRODUCTION

All Grandstream products’ firmware are improved and updated on a regular basis. Latest firmware versions

are available in http://www.grandstream.com/support/firmware

Published firmware versions in Grandstream official website have passed QA tests and included new
enhancements implemented, reported issues fixes for better user experience; all changes are logged in

Release Notes documents.

Provided Firmware package is specific to a single product or product series, same as release notes
document. For example, Release_ GXP16xx_1.0.3.28.zip and Release_Note_GXP16xx_1.0.3.28.pdf are

specific to GXP16XX Small Business IP Phones series.

Grandstream recommends to read Release Notes document which may include special firmware upgrade

notices and always keep your devices up-to-date by upgrading their firmware versions regularly.

This document describes steps needed to upgrade Grandstream devices firmware version and covers

following scenarios:

e Scenario 1: Upgrade using Grandstream Public HTTP Server.
e Scenario 2: Upgrade using local HTTP/HTTPS/TFTP Server.

e Advanced options.
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Scenario 1: Upgrade using Grandstream Public HTTP Server

Grandstream is hosting latest firmware files in a public HTTP server so customers can use it to directly
upgrade their Grandstream devices with latest firmware. The same server hosts also BETA firmware when
available.

Follow below steps to successfully upgrade your device:

1. Access web interface of your device and go to Maintenance - Upgrade and Provisioning
settings page

2. Make sure to select “Always Check for New Firmware”.

3. Under “Firmware”, Select Upgrade via HTTP.

4. Enter “firmware.grandstream.com” under Firmware Server Path.
5. Press Save and Apply button to apply the new settings.

6. Reboot the device and wait until the upgrade process is completed.

Notes:
e To upgrade using Grandstream HTTP server, the device needs to be connected to Internet.

e To upgrade to BETA firmware (if available), use “firmware.grandstream.com/BETA” in step 4.

Scenario 2: Upgrade using Local HTTP/ HTTPS/TFTP Server

Customers can use their own HTTP, HTTPS or TFTP server to upgrade Grandstream devices.

To achieve this, first download firmware files for the appropriate device model from
http://www.grandstream.com/support/firmware. Unzip downloaded package and put extracted files in the
root directory of your server.

Notes:
e Devices and your server needs to be in same LAN.
e |f using remote server, make sure to open/redirect ports in your router, so devices can download
firmware files from it.

Reminder:
HTTP (TCP) default port is 80, HTTPS (TCP) default port is 443 and TFTP (UDP) default port is 69.
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Local Upgrade via HTTP Server

Please refer to steps below for the local upgrade using HTTP File Server tool.

Installing HTTP Server and Uploading Firmware File(s)

Please refer to following steps in order to download / install the HTTP server and upload the firmware:

1. Launch the install of the tool once it’s fully downloaded from the following link:
“ http://www.rejetto.com/hfs/download ”
2. Click on Run to launch the HTTP server.

Open File - Security Warning | = |

The publisher could not be verified. Are you sure you want to run this
software?

i"l‘ Name: C:\Users\User\Downloads\hfs (1).exe
—_— Publisher Unknown Publisher

Type:  Application

From: C:\Users\User\Downloads\hfs (1).exe

| Rm ][ cancel

|| Always ask before opening this file

You should only run software from publishers you trust How can|
- decide what software to run?

.@\ This file does nothave a valid digital signature that verifies its publisher.
X

Figure 1: Starting the HTTP server
3. Start the HFS server, browse to locate and select the required firmware files from your local
directories under Menu options > Add files.

&5 HFS ~ HTTP File Server 2.3g Build 295 t':' IS] g

E MenuIH  Port: 80 | 82 You are in Easy mode |

@ Self Test 685101/ ] Copy to clipboard
Show bandwidth graph N
Other options » pystem Log
Upload
Start/Exit
Log
Limits
Tray icons
IP address
Updates
@ Donate!

Add files...

Add Tolder from disk...
_/ Load file system...  Ctrl+O
k- Save file system... Ctrl+S
X Clear file system

ry v v vy

Help 4

Web links 4
_ Uninstall HFS O File Status Speed Timel.. Progress
4 About...
€ Switch OFF F4

Exit

Out: 0.0 KB/s  In: 0.0 KB/s

Figure 2: Selecting the firmware file to upload on the HTTP server

4. Choose from your local directory where the firmware files are downloaded and click Open to upload
the file(s) to your HTTP server.
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[ HFs ~ HTTP File Server 23h Build296

& Menu \  Port: 80 \ #2 You are in Easy mode \
@ Open in browser http://192.168.5.117/ " Copy to clipboard
Virtual File System Log
v/
© Open ‘ = ‘
Lookin: | Firmware Upgrade > @@~
- Name - Date modified
~p gxp2170fw.bin 5/4/2016 11:19 PM
Recent Places
Desktop
=
Libraries
Computer
«
1 »
Network
Fie name S |
Files oftype: - [ cancel |
W 1P address 2 File Status Speed Timel. Progress
Out: 0.0KB/s  In: 0.0 KB/s

Figure 3: Uploading the firmware file to the HTTP Server

5. Once uploaded to the HTTP server, the firmware file will be available. In our example, on the
following link: “192.168.5.101/gxp2170fw.bin“ as shown on the screenshot below (where
192.168.5.101 is the IP address of the computer running the local HTTP server).

£ HFS ~ HTTP File Server 2.3g v Build 795 B T 5
B Menw | T Port 80 | 82 You are in Easy mode
& Oven s o TR T

Virtual File System [ Log

o
| gupXiT0tw.bin

Figure 4: Firmware server path hosting the firmware file

Configuring Grandstream devices for local HTTP upgrade

Please refer to following steps to configure Grandstream devices to upgrade the firmware:

1. Access the web GUI of your device and navigate to “Upgrade and Provisioning” settings.

2. Make sure to select “Always Check for New Firmware”.
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Select Upgrade via HTTP
Enter the path of your HTTP server containing the firmware file under Firmware Server Path.

Notes:
¢ In our example, we have configured the firmware server path as: “192.168.5.101".
e Make sure to not include leading http:// in HTTP Firmware server path.

Press Save and Apply at the bottom of the page to apply the new settings
Reboot the device and wait until the upgrade process is completed.

You can also verify the status of the upgrade progress on the HFS Server as displayed on the following
screenshots:

£ HFS ~ HTTP File Server 2.3g Build 295 =Ai=N

& Menu ‘ % Port: 80 | $ You are in Easy mode ‘
@ Open in browser http://192.168.5.101/gxp2170fw.bin i1 Copy to clipboard
Virtual File System Log
& / 35444 PM [[92 168 5 87]51608 Requested GET
[ gxp2170fw:bin Phone IP Address Firmware File

il
[

41 IP address O File Status Speed Timel.. Progress
|Ié192‘165.5.87‘51605 gxp2170fw.bin 50,715,628 / 52,502,976 sent 11859... - 3% |

idle 0 - -
The progress bar show the upload progress

192.168.5.87:51641
| from the HTTP Server and the phone

|| Out: 11859.9 KB/s__In: 0.0 KB/s

HFS ~ HTTP File Server 2. Build 29! =k
& Menu ‘ 7 Port: 80 | 81 You are in Easy mode |
@ Open in browser 71 Already in clipboard
Virtual File System Log
0/ 3:53:50 PM 192.168.5.87:51608 Requested GET /gxp2170fw.bin
L[ gup2170fw.bin 3:53:55 PM 192.168.5.87 51608 50.1 M@ 11.1 MBIs - /gxp217

Once the phone finish uploading the firmware file from the HTTP
server, you will see Fully Downloaded as status on the FHS Server

< I »

99 1P address O File Status Speed Timel.. Progress
192.168.5.87:51608 - idle1 8093.2..

Qut: 0.0 KB/s In: 0.0 KB/s
— —

Figure 5: Status of firmware upgrade progress
Local Upgrade via HTTPS Server
Please refer to steps below for the local upgrade using HTTPS.

XAMPP with built in HTTPS server is available in this link (https://www.apachefriends.org/download.html)
and can be used.
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Installing HTTPS Server

1. Download appropriate version depending on your platform.

< C | @ Secure | htps://www apachefriends.org/download htmi

i Apps ( Home|Grandstream () Crangescrum ‘Weekly Documentati (%) Orangescrum

ol Domioad | Adbons  Hosing  Conmuy Ao =

Download

XAMPP is an easy to install Apache distribution containing MariaDB, PHP, and Perl. Just .
download and start the installer. If's that easy. Documentation/FAQs
There is no real manual or handbook
for XAMPP. We wrote the

== XAMPP fOr WindQWS 56311 7021 & 71 7 documentation in the form of FAQs.

Have a burning question that's not

answered here? Try the Forums or

Version Checksum size
Stack Overflow.
What's .
5631/PHP5631 | o md5  shat Downioad (32 bit) [EEEPEVIY . Linux FAQs
Whats « Windows FAQs
TO2NIPHP 7021 | e o md§  shal Download (32 bit) PR « 0S X FAQs

« OS X XAMPP-VM FAQs

TATIPHP 7T VAIEES md5 shal Downioad (32 bit) [RPELIL)
Included?

Add-ons and Themes

Figure 6: Download XAMPP for windows

2. Launch the install of the XAMPP server once it’s fully downloaded and follow the installation steps
by clicking on Next button.

| serwp 0 S=] % ]

Setup - XAMPP

Welcome to the XAMPP Setup Wizard.
@ i Welcome to XAMPP!

XAMPP is an easy to install Apache distribution
containing MySQL, PHP and Perl

Installing
Unpacking files

-—

0 bitnami

XAMPP Installer

<sock | [ net> | [ concel | st | (=
Figure 7: XAMPP Installation Steps

3. Launch the XAMPP server. Following interface will be available.

XAMPP Control Panel v3.2.2 [ o |
sMeD::‘:c‘:e: Module  PID(s) Port(s) Actions [ @nestat |
m

l J J
l J l
Filezilla [ stant || namn |[ config |[ Logs | [ # semices |
l J J
l J J

Apache Start Admin ’ Config ” Logs

MysaL Start admin | [ config || Logs

Mercury Start Admin l Config ” Logs

Tomcat Start Aamin | [_conng | [ Logs

Figure 8: XAMPP Control Panel
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Uploading firmware file(s) to XAMPP HTTPS Server

1. Start Apache module in order to use the HTTPS server.

XAMPP Control Panel v3.2.2
Modules 2
Service Module PID(s) Port(s) Actions

5220

Apache 5968 80, 443 Stop H Admin H Config H Logs

MysaL stat | Agmn | [ config | [ Logs

Mercury stat || acmn | [ conig |[ Logs

I l
[ J

FileZila [ st | aomn | [ conig |[ togs | | # semices |
[ J

Tomcat [ J

stat | Admin || config || Logs

10:56:26 AM [Apache] Attempting to start Apache app..
10:56:27 AM [Apache] Status change detected: running

Figure 9: Apache Module Started

1. Access the XAMPP root directory on your computer and put the firmware files on the following
directory: “C:\xampp\htdocs\xampp*

N L — T
@O;“ » Computer b Local Disk (C) » xampp b htdocs ¥ xampp I v|¢,‘
ol - - — - _—
File Edit View Tools Help
Organize v Include in library = Share with = Burn New folder
=
© Favorites Name Date modified Type Size
M Desktop .modell 2/18/2016 605 PM  MODELL File 1KB
'+ Downloads modell-usb 2/18/2016 6:05 PM  MODELL-USB File 1KB
24 Recent Places version 5/12/2016 403 PM  VERSION File 1KB
[ Creative Cloud Files gxp2170fw.bin 5/472016 11:19PM  BIN File 51,893 KB
- Libraries
*L Documents
J’_, Music
5 Pictures
!. Videos
& Computer

& Local Disk (C:)
4 Local Disk (D2)

Figure 10: XAMPP Directory

2. To list available firmware files on the root directory, access local link address
(https://127.0.0.1/xampp/) from computer running HTTPS server.
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<« (= E(b&[ﬁ:l"_.-"lﬂ.ﬂ.ﬂ.l /xampp/ I
it Applications | ™ Inbox - ekhouad: [l general | Grandst  [4 Tickets | Grandst ) Grang

Index of /xampp
Name Last modified Size Description
a Parent Directory

ﬁ gxp2170fwbm  [016-05-04 23:19 51M

Apache/2.4.17 (Win32) OpenSSL/1.0.2d PHP/5.5.35 Server at 127.0.0.1 Port 443

Figure 11: Index of XAMPP Files

Note: XAMPP has a built-in SSL certificates for HTTPS access, if users need to change the certificates,
this can be done by copy/paste generated certificates on the following folder: “C:\xampp\apache\conf .
This folder contains 3 sub directories (ssl.crt, ssl.csr, ssl.key) where to put SSL certificates.

Configuring Grandstream devices for a local HTTPS upgrade

Please refer to following steps to configure Grandstream devices to upgrade the firmware:

1. Access the web GUI of your device and navigate to “Upgrade and Provisioning” settings:

2. Make sure to select “Always Check for New Firmware”.

3. Select Upgrade via HTTPS.

4. Enter HTTPS server URL containing the firmware file in “Firmware Server Path” field.
Example: (X.x.x.x/xampp) where x.x.x.x is the IP address of computer running XAMPP.
Press “Save and Apply” at the bottom of the page to apply the new settings

Reboot the device and wait until firmware upgrade process is completed.

The following screenshot illustrates the steps mentioned above.

Firmware
Firmware Upgrade via TFTP O HTTREl® HTTPS
I Firmware Server Path 192.168.5.117/xampp

Firmware HTTP/HTTPS User
Name

I Firrmmware HTTP/HTTPS Password

Firmware File Prefix

Firmware File Postfix

B T

Figure 12: Example of Configuring the Upgrade via HTTPS on GXP2170

e Firmware Upgrade Guide
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Local Upgrade via TFTP Server

To upgrade locally using TFTP protocol, users can download and install a free TFTP server as described
in below steps.

Installing the TFTP Server

A free windows version TFTP server is available for download from following link: http:/tftpd32.jounin.net/

€ C [ tftpd32jounin.net Q% =
£ Applications ™M Inbox - ekhouac: [@l general | Grands: [3 Tickets | Grandst: @ Grandstream Net  [73 Bugzilla Main Pac 3 Login [} Index of /Docur » (7 Autres favoris}

] | the cence TFTP server

= Description
7\\ i The industry standard

Resources

Links T
Description (rop/usut de page)

My home page

Titpd32isa fi 1PV6 ready ich i P, TFTP, DNS, SNTP and Syslog servers as well as a TFTP dlient.

Eco-Gestion ‘The TFTP client and ible with TFTP opti (tsze, blocksize and timeout), which allow the maximum performance when transferring the data.
Some extended features such as directory facility, security tuning, interface filtering; progress bars and early the TFTP p ient and
The included DHCP server provides unlimited automatic or static IP address assignment,

Thpd32 is also provided as a Windows service.

Thtpds4 is the same application compiled as a 64 bits application.

=lolx
L - | Bomss
N [T Showdi
Ti Setvet | T Clent | DHEP servee | Sy soves | Log s |
T sttt | progess Bes| ol |
RGN 12 6155 6% A7 s
I atoons IS 220 mETes
TRy R e S A rre R 1

- B
197087748
TN Bytes ok 1112470Bptslsoc

LI LU 7000 st dis e Sian X

il so: 147067748
A Bpes ot BB Bylches
e e

‘ NENNERNENNREER

[ —— seing: | heo |

dos sarvsurs TETP; DHCP DNS, SHTP et Sylop (out 1) sl ' clrt TFTP. La patie TFTP est compatible avec ez négotistions du protocole TFTP pour obtane de melfecres paformances. Oe
plus; des apports ont été inclus pour iuqm!n!er e confort d' i

Go to the Forui

I (extemallink)

Figure 13: Downloading the TFTP server

1. Select which version is appropriate for your computer, and start downloading it.

3| Tostimoniats TFTP server

Forum

- =
J 7\]7\ . The industry standard

Download

Tepu

Versions (rop/usut de psge)

Cuisinons

Ttpd32 tftpd32 standard edit

tFtpd32 service e

6 May 2015 vas2 Htpd6d standard

17 years edition

1ftpd6d service edition (installer)
tFtpd32/tHtpd6a complete source code

5 May 2015 va.51

28 Nov 2013 va.50

tftpd32 standard edition (zip) (473 kB)
Htpd32 standard edition (i ns!allel] Eq kn)
s

7 March 2011 va.00 g

tftpdos standard edition (installe] (599 k)
Htpd6d service edition 16 k)
indze itpies sompicle smwee dade (293 k8)

9 January 2011 vi2 tftpd proxy 1.2 (53 kB)
&ftpd32 standard edition (zip) (471 kB)

10 Nov 2010 Va1

Hitpod sorvice sdition e )
ttpd32/ titpd64 complete source & (za; k8)

ttpd32 standard dition (zip) (48

ttpd32 standard edition (ln;!allel] (555 ka)
pRuct a0 sl Hftpd32 complete source code (230 kB)
Hpd32 service edition (installer) (556 kB)

Figure 14: Selecting Install Version
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2. Launch the TFTP server install and click on “next” buttons to continue the installation.

i "“ N
Tftpd64 Standalone Edition Install: Installation Op... I:I Ehu
___#

% Check the components you want to install and uncheck the components

you don't want to install. Click Next to continue.

Select the type of install: Installation Only -
Or, select the optional Tftpd64 Standalone Edition (required)

components you wish to install: Add Start Menu Shortcuts
Add desktop icon
[ Start Tftpda4

Space required: 700.0KB

Cancel | Mullzoft Install System v2.46 < Back Next >

Figure 15: TFTP Server Installation

3. Once the TFTP server is installed, the following interface will be displayed.

&% Tftpd64 by Ph. Jounin =
Current Directary IC'\Pngram Files\TttpdB4 LI Browse |
Server interfaces |12?_g_g_1 Software ng;ﬂ Showe Dir |
Thip Serser |Tf'tp Clientl DOHCF serverl Syslog serverl Lag viewerl

peer | file | starti... | progr... | bytes| total‘
|
i
|
|« 1 | »
i About | Settings | Help |

Figure 16: TFTP Server Interface

Uploading the firmware file

1. Make sure that the TFTP services are selected and started under Settings - Global and click
button OK to confirm your configuration.

Page | 13
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B Tfpd64: Settings - - .
GLOBAL | TFTP | DHCP | svsLoa
Stant Senvicas
[+ TFTF Server
[ TFTP Client
[~ SMNTPserver
[ Svslog Server
[ DHCP Server
[ DMS Server
il ]
i
[~ Enable IPvE
t L
1 -
-
i N
i '
i
i [

I Ok I Default Help Cancel |

Figure 17: Selecting TFTP Server Services

2. Browse to locate and select the required firmware from your local system.

Current Directory | LI I Browse ﬂl
Serverintetacas |192.1885H? F\ealtekPCleGﬂ Show Dir i

Titp Server | Log V\ewerl

f peer ‘ file | startti.. ‘ progr.. ‘ bytes‘ Iutﬂﬁ
‘% Browse For Folder ‘ P |
4
(|
(|
- & Computer &
| [ @ Network
W | Applications I
[l > | CrazyHookl143 4

> | Documentation

4
| . Firmware Upgrade
N

> I Sunport

Folder: Firmware Upgrade

IMak.eNewFolderl | o || Cancel I

[ About Settings Help |

Figure 18: Selecting Local Directory containing Firmware File
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3. Press Show Dir to see if the firmware file is uploaded on the TFTP server.
Current Directorny IC'\USers\User‘\Desktnp\Firmware Upgradll Browse I
Senverintertaces  [192.168.5.117 Fuealtek PCle G~ | show Dir | |
Titp Server | Log vwewerl
' peer | file startti.. | progr. | bytes | total ‘ il
N
| < Tftpded: directory =3
fl I.gpoWUiW.bm i 5/31/2016 53137856
Ul
i
U
i Close | Copy | Explorer |
|
Il I [ 1 | »
|
i About Settings Help I
Figure 19: Firmware File Upload Verification
4. Select the interface of the computer running the TFTP server on Server Interfaces.
|
Current Directory IC.\USErs\USBr’\DesKlUp\Firmware Upgradll Browse | |
Serverinterfaces 1921665117 Fealtek PCle GLI Show Dir | |
Thtp Servar | Log vigul2L001 Software Loophad
e 192168.5.117 Fealtek FCle GEE ol
THZ Thd b 1 inualBox Host-Un
< T ] »
About | Settings I Help |
Figure 20: TFTP Server Configuration
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Configuring Grandstream devices for local TFTP upgrade

Now you need to configure your Grandstream devices for upgrading via your TFTP server, for this you
need to follow the steps below:

1- Access the web GUI of your device and navigate to “Upgrade and Provisioning” settings:

2- Make sure to select “Always Check for New Firmware”

3- Select Upgrade via TFTP

4- Enter the path of your TFTP server containing the firmware file under “Firmware Server Path”

5- Press “Save and Apply” at the bottom of the page to apply the new settings

6- Reboot the phone and until the upgrade process is completed.
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Automatic Upgrade

Automatic Upgrade allows to periodically check if a newer firmware is available to download and upgrade
the device. This option will help to keep the devices up-to-date.

Automatic Upgrade can be enabled from web configuration interface = Upgrade and provisioning
settings.

* Mo

Automatic Upgrade Yes, check for upgrade every 1008 minute(s)

Yes, check for upgrade every day
Yes, check for upgrade every week

Hour of the Day(0-23) 1

Day of the Week (0-6) 1

Figure 21: Example of Configuring Automatic Upgrade on GXP21xx

The automatic upgrade can be configured based on following options:
e Every interval in minute(s)
e Every day (“Hour of the Day” should be configured)
o Every week (“Hour of the Day” and “Day of the Week” should be configured, 0 is Sunday)

If the firmware is available, it will be downloaded and the device will be upgraded automatically.

Firmware File Prefix and Postfix
Firmware prefix and postfix are two options which can be configured by users to lock the firmware update,
then only the firmware with the matching prefix and/or postfix will be downloaded and flashed into phone.

Firmware file prefix and postfix can be configured from web GUI = Maintenance 2 Upgrade and
provisioning.

Firmware File Prefix

Firmware File Postfix

Figure 22: Screenshot of Firmware file Prefix and Postfix fields



GRANDSTREAM

CONNECTING THE WORLD

Use Case Example:

Using firmware prefix and postfix, users store different firmware versions in same folder and upgrade to
specific version.

e If Firmware File Prefix is set to 1.0.3.14 on GXP1600 series phone, for example, requested
firmware file will be 1.0.3.14gxp1600fw.bin

Firmware File Prefix 1.0.3.14

Firmware File Postfix

Figure 23: Configuring the Firmware File Prefix

o If Firmware File Postfix is set to 1.0.2.22 on GXP1600 series phone, for example, requested
firmware file will be gxp1600fw.bin1.0.2.22

Firmware File Prefix

Firmware File Postfix 1.0.2.22

Figure 24: Configuring the Firmware File Postfix

File Edit View Tools Help

Organize v Include in library ~ Share with v Burn New folder = v iﬂ
— o : -
 Favorites *  Name Date modified Type
M Desktop 1.0.3.14gxp1600fw.bin 5/18/2016 11:56 PM  BIN File
l4 Downloads 1.0.3.28gxp1600fw.bin 5/18/2016 11:56 PM  BIN File
}.) Recent Places gxp1600fw1.0.2.22.bin 5/18/2016 11:56 PM  BIN File
[ Creative Cloud Fil| gxp1600fw1.0.2.27.bin 5/18/2016 11:56 PM  BIN File
| =

Figure 25: Firmware Files with Prefix/Postfix Values
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HTTP/HTTPS User Name and Password

HTTP/HTTPS User Name and Password need to be configured if HTTP/HTTPS server requires

authentication to access and download firmware files.

To begin firmware upgrade process, the phone sends an initial request to download firmware files from the
server, the request will be challenged by the server to provide valid credentials, the phone sends same
request including configured HTTP/HTTPS User Name and Password, if accepted, firmware upgrade

process can start.

If Always Authenticate Before Challenge is set to “Yes”, the phone includes configured credentials in

initial request to download firmware files before being challenged by the server. The default setting is “No”.

HTTP/HTTPS User Name

HTTP/HTTPS Password

Always Authenticate Before
Challenge

Figure 26: Screenshot of HTTP / HTTPS Username and Password Fields

* Mo Yes




	INTRODUCTION
	Scenario 1: Upgrade using Grandstream Public HTTP Server
	Scenario 2: Upgrade using Local HTTP/ HTTPS/TFTP Server
	Local Upgrade via HTTP Server
	Installing HTTP Server and Uploading Firmware File(s)
	Configuring Grandstream devices for local HTTP upgrade

	Local Upgrade via HTTPS Server
	Installing HTTPS Server
	Uploading firmware file(s) to XAMPP HTTPS Server
	Configuring Grandstream devices for a local HTTPS upgrade

	Local Upgrade via TFTP Server
	Installing the TFTP Server
	Uploading the firmware file
	Configuring Grandstream devices for local TFTP upgrade


	ADVANCED OPTIONS
	Automatic Upgrade
	Firmware File Prefix and Postfix
	HTTP/HTTPS User Name and Password


